


Statement Concerning the Protection of Customer Proprietary Network 
Information for the Annual Period Ending December 31, 2010 

 
1. Smartcom Telephone, LLC, ("Company") is a telecommunications carrier 

subject to the requirements set forth in Section 64.2009 of the Federal 
Communications Commission’s (“FCC’s”) rules.  Company has 
established policies and procedures to satisfy compliance with the FCC’s 
rules pertaining to use, disclosure and access to customer proprietary 
network information (“CPNI”) set forth in sections 64.2001 et. seq. 

 
2. As a matter of practice, the Company does not use CPNI for purposes of 

marketing to our customers. 
 
3. If a customer calls Company requesting information that is considered 

CPNI, Company does not release such information unless customer 
provides a pre-established password (or adequate identifying information), 
requests that the information be sent to the customer’s address of record, 
or the Company calls the telephone number of record and discusses the 
requested information. 

 
4. Without customer approval, Company does not use, disclose or permit 

access to CPNI to provide or market service offerings within a category of 
service to which the customer does not already subscribe, except as 
permitted by the FCC rules. 

 
5. Information protected by Company includes information that relates to the 

quantity, technical configuration, type, destination, location and amount of 
use of a telecommunications service subscribed to by a customer and 
made available to Company by the customer solely by virtue of the carrier-
customer relationship.  Also protected is information contained in the bills 
pertaining to telephone exchange service or telephone toll service 
received by a customer.  

 
6. Company does not use, disclose or permit access to CPNI to identify or 

track customers that call competing service providers. 
 

7. Company has established a system by which they can determine whether 
a customer has approved or disapproved of Company’s release or use of 
CPNI prior to that information being used or released. However, pursuant 
to item 2 (above), regardless of whether the customer indicates that they 
allow or disallow access to the information, Company personnel treat all 
accounts as if the information has been disallowed. 
 

8. Company personnel are trained as to when they are and are not 
authorized to release or use CPNI, and violation of these rules will subject 
personnel to express disciplinary action. 








